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Abstract
Currently, there is no legislation that specifically outlaws the misuse of social media in the South African workplace. Consequently, the absence of a robust social media legislation has culminated into several unlawful and unconstitutional dismissals of employees for social media-related misconduct in the South African workplace. Conversely, this gap has also given rise to rampant abuse of social media platforms by employees in the South African workplace. This status quo has caused various constitutional and other related challenges to be experienced by both employees and employers in South Africa. For instance, the abuse of social media by employees in the workplace during working hours could affect the reputation, productivity, and profitability of their employer’s business. Similarly, any employers’ draconian rules prohibiting or monitoring the use of social media in the workplace could infringe upon their employees’ rights to freedom of expression, privacy, dignity and freedom of association. Accordingly, the article discusses constitutional challenges that could result from the unlawful dismissal of employees for social media-related misconduct in the South African workplace. In this regard, the article exposes challenges that occur when balancing the employees’ constitutional rights and the employers’ business reputation and related rights. This is done to isolate constitutional problems that ensue from the abuse of social media by employees in the workplace during office working hours. The article also discusses constitutional and related problems that stem from the unlawful dismissals of employees for social media-related misconduct in the South African workplace. Lastly, recommendations that could be adopted to combat employees’ social media-related misconduct and enhance the regulation of social media in the South African workplace are provided.
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Resumo
Atualmente, não há legislação que proscrive especificamente o mau uso de redes sociais no ambiente de trabalho sul-africano. Consequentemente, a ausência de uma rigorosa legislação sobre redes sociais culminou em inúmeras demissões inconstitucionais relacionadas ao mau uso de redes sociais no ambiente de trabalho na África do Sul. Em contrapartida, essa lacuna também favoreceu o uso excessivo das redes sociais pelos funcionários de empresas desse mesmo país. Esse status quo causou vários desafios constitucionais e de outros tipos, enfrentados tantos pelos empregados quanto pelos empregadores na África do Sul. Por exemplo, o uso excessivo de redes sociais por empregados em seu horário de trabalho pode afetar a reputação, a produtividade e a rentabilidade do negócio do empregador. De modo
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Currently, there is no legislation that specifically outlaws the misuse of social media in the South African workplace. Consequently, the absence of a robust social media legislation has culminated into several unlawful and unconstitutional dismissals of employees for social media-related misconduct in the South African workplace. Conversely, this gap has also given rise to rampant abuse of social media platforms by employees in the South African workplace. This status quo has caused various constitutional and other related challenges to
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It must be noted that the article is only limited to the employees’ misuse of social media during office working hours and their subsequent dismissal for social media-related misconduct in the South African workplace. "Lekopanye K Selected Challenges Associated with the Dismissal of Employees for Social Media-Related Misconduct in the South African Workplace (LLM dissertation North-West University 2018) 74-99".
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be experienced by both employees and employers in South Africa. For instance, the abuse of social media by employees in the workplace during working hours could affect the reputation, productivity, and profitability of their employer’s business. Similarly, any employers’ draconian rules prohibiting or monitoring the use of social-media in the workplace could infringe upon their employees’ rights to freedom of expression, privacy, dignity, and freedom of association. Accordingly, the article discusses constitutional challenges that could result from the unlawful dismissal of employees for social media-related misconduct in the South African workplace. In this regard, the article exposes challenges that occur when balancing the employees’ constitutional rights and the employers’ business reputation and related rights. This is done to isolate constitutional problems that ensue from the abuse of social media by employees in the workplace during office working hours. This is further done to explore constitutional and related problems that stem from the unlawful dismissals of employees for social media-related misconduct in the South African workplace.

Moreover, the article points out that the Constitution is the supreme law of South Africa. Consequently, any law or conduct that is inconsistent with the Constitution is invalid.
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8 Sections 1(c) and 2 of the Constitution.
Thus, any employee dismissal for social media-related misconduct would be unfair if that employee’s use of social media in the workplace was *bona fide* and/or did not constitute a serious misconduct. In this regard, a serious misconduct is conduct which could warrant or justify a dismissal of an employee by his or her employer for social media-related misconduct. For instance, when an employee posts defamatory, racial or prejudicial remarks about his or her employer or other employees on social media platforms, he or she can be lawfully dismissed by the employer for social media-related misconduct. Such misconduct could subsequently damage the name of the employer and other employees in the workplace. The Constitution states that everyone has the right to fair labour practices. An unfair dismissal occurs where an employer fails to provide justifiable reasons for the dismissal of the employee in question. Such justifiable reasons usually relate to the conduct or capacity of an employee or based on the operational requirements of the employer. Therefore, dismissal of employees without justifiable reasons constitute an unfair labour practice in terms of the South African Constitution. For this reason, the article analyses the rights to dignity, privacy, freedom of expression, and freedom of association in relation to some Constitutional challenges associated with the dismissal of employees for social media-related misconduct in South Africa. For instance, Constitutional challenges involving the employers’ intrusion on their employees’ personal social media accounts and/or social media platforms are discussed. Obviously, such intrusion on the part of the employer negatively affects the employees’ rights to freedom of expression, dignity, freedom of association and privacy by unlawfully restricting and/or interfering with their use of social media in the workplace. Lastly, recommendations that could be adopted to combat employees’ social
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media-related misconduct and enhance the regulation of social media in the South African workplace are provided.

1 Scope and Limitation of the Article

The discussion on the broad aspects of the principle of constitutional subsidiarity is beyond the scope of this article. The article is only limited to the employees’ misuse of social media during office working hours and their subsequent dismissal for social media-related misconduct in the South African workplace. This entails that any lawful use of social media by employees in the South African workplace during normal working hours will not give rise to social media-related misconduct and/or their dismissal. Thus, although it might not really matter where and when (actual time) the misuse of social media by employees occurs, the article does not cover any abuse of social media by employees at their own leisure time outside the workplace working hours. In this regard, the authors submit that although the misuse of social media use by employees at their own leisure time outside normal working hours could affect their employers’ business or reputation, the employees would ordinarily be held personally liable for their conduct through civil proceedings other than their employers’ workplace social media-related rules. It is submitted that the outlawing of the abuse of social media by employees outside the workplace working hours must be carefully enforced to avoid over-criminalisation and undue restriction of their constitutional rights to privacy and freedom of association. The article is mainly premised on the adequacy of the current labour-related laws and social media-related rules and/or practices in the South African workplace. Consequently, social media-related practices and related laws in other countries are not covered in this article. The article seeks to expose the problems that normally result from the negative content of social media posts of both employees and employers in the South African workplace. This is done to isolate the challenges that occurs, especially, for employees that are sometimes dismissed for expressing their views on social media platforms, including all electronic communications via emails bona fide. For instance, if an employee write a non-derogatory email or social media post about their employer, other employees, work, or any other person in the workplace during office working hours, he or she must not be liable for social media-related misconduct. The authors submit that the strict and unfair application of social media rules and laws could violate the employees’ rights to privacy and freedom of expression. On the other hand, the absence of clear, flexible and adequate social media laws and/or rules in the workplace could also affect the employers who could be held vicariously liable for their employees’ social media-related misconduct.
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Such laws and rules must clearly define what social media entails and the acceptable and/or prohibited social media conduct in the workplace to protect both employers and employees from violating social media laws and rules ignorantly. Social media-related laws and rules must also provide penalties and applicable factors that must be considered by employers and/or the courts when dealing with social media-related misconduct cases in the South African workplace. Lastly, social media-related laws and rules must carefully provide the necessary boundaries between acceptable and prohibited conduct of both employees and employers in the workplace. This approach will empower employers, courts and other relevant persons to strike a health balance between the employers’ right to good name and to dismiss employees for social media-related misconduct and the employees’ rights to privacy and freedom of expression.

2 Methodology
No empirical research methods as well as questionnaires, statistical and other quantitative methods are employed in this article. The article is mainly focused on the general statutory and constitutional analysis of social media laws and/or rules in the South African workplace. The authors employ qualitative research methods in this article. Nonetheless, no specific theories and/or theoretical analysis on the use of social media in the workplace is employed in this article. Moreover, related general principles and/or related arguments underlying social media-related misconduct in the South African workplace will only be referred to where necessary for clarity and comparative purposes.

3 Definition of Key Terms
For the purposes of this article, the term “social media-related misconduct” is defined as the improper and/or unlawful use of social media by employees in the workplace during office hours to the detriment of their employers, employers’ business or other persons. It is submitted that social media-related misconduct occurs, _inter alia_, when employees deliberately or recklessly post derogatory comments about other persons, including their employer’s conduct or business, on social media platforms. Accordingly, such conduct could result in the dismissal of employees in question for social media-related misconduct in the South African workplace. However, the aforesaid definition does not expressly indicate whether derogatory
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comments should only include racial, prejudicial and defamatory comments by employees on social media platforms. Despite this, the authors submit that social media-related misconduct should be statutorily outlawed to prohibit all the forms of social media-related misconduct in the South African workplace.

The term “social media” includes social interactions between one person and another using technology and related instruments such as the Internet and cell phones through any combination of words, pictures, videos, email sharing, documents or audio sharing. Social media also constitutes mobile and web-based technologies that allow people to interact by both sharing and consuming information through social media platforms or email communication. This definition is satisfactorily broad as it includes several factors and/or conduct that could be regarded as social media.

Moreover, a “misconduct” could include any wrong doing or delinquency on the part of the employee. Thus, any intentional, deliberate, negligent, unacceptable or improper conduct of an employee is regarded as misconduct in the workplace. For instance, a misconduct could occur when an employee culpably disregards the rules for the workplace that are given or indicated by express or implied terms of his or her employment contract and the employer’s disciplinary code. The definition of misconduct does not adequately outline what constitutes a misconduct for the purposes of social media-related misconduct in South Africa. However, the misconduct definition does not cause confusion, as it is relatively clear and can be understood by a layperson. This could suggest that employers and the relevant courts can consistently apply the definition of misconduct in relation to social media-related cases in South Africa.

Generally, in the LRA, the word “workplace” refers to a place or places where the employees of an employer work. Although the term “workplace” is broadly defined with reference to public service and other purposes under the LRA, it is not clearly indicated whether this definition is applicable to all types of workplace where employees are required to provide services irrespective of their different employment contracts. Therefore, in this article, the term “workplace” refers to a place of employment for employees where they work or conduct their duties on a temporal, contract or permanent basis during normal office working.
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hours. In this regard, social media-related misconduct by employees outside the workplace or normal office working hours is beyond the scope of this article.

The term “dismissal” is broadly defined in the LRA. This Act enumerates a number of instances where an employee can be dismissed by his or her employer.\(^{27}\) For instance, dismissal entails that an employer has terminated a contract of employment of an employee with or without prior notice.\(^{28}\) Dismissal also occurs when an employee reasonably expected the employer to renew a fixed term contract of employment on the same or similar terms but the employer offered to renew it on less favourable terms, or does not renew it.\(^{29}\) In this regard, the expectation of the employee must be objectively assessed by the courts and other interested parties. Moreover, a dismissal occurs where the employer refuses to allow an employee to resume work after she: (a) took maternity leave;\(^{30}\) or (b) was absent from work for up to four weeks before the expected date, and up to eight weeks after the actual date of the birth of her child.\(^{31}\) Dismissal also occurs when an employer who dismissed several employees for the same reasons offers to re-employ one or more of them but refuses to re-employ the other employees.\(^{32}\) Dismissal further occurs when an employee terminates a contract of employment with or without prior notice after a transfer in terms of section 197 or section 197A of the LRA because the new employer provides the employee with conditions or circumstances at work that are less favourable than those provided to the employee by the old employer.\(^{33}\) The LRA also stipulates that a dismissal could occur when an employee terminates a contract of employment with or without notice due to intolerable working conditions from his or her employer.\(^{34}\) This also amounts to constructive dismissal on the part of the employer. As indicated, the definition of “dismissal” as contained in the LRA is satisfactorily broad because it outlines a number of instances where a dismissal of an employee could occur in the South African workplace. This suggests that the same or similar instances can also be employed in respect of employee dismissals for social media-related misconduct in the South African workplace.

Furthermore, “social media abuse” occurs, \textit{inter alia}, where employees use social media inappropriately by posting material that may be defamatory, racist and prejudicial to the

\(^{27}\) Section 186(1) of the LRA.
\(^{28}\) Section 186(1)(a) of the LRA.
\(^{29}\) Section 186(1)(b) of the LRA.
\(^{30}\) Section 186(1)(c)(i) of the LRA.
\(^{31}\) Section 186(1)(c)(ii) of the LRA.
\(^{32}\) Section 186(1)(d) of the LRA.
\(^{33}\) Section 186(1)(f) of the LRA.
\(^{34}\) Section 186(1)(e) of the LRA.
employer and other persons. This definition usefully provides some examples where employees could abuse social media to the detriment of others by failing to take into consideration the consequences of their social media comments or posts. Employees should take responsibility for their social media abuse and they must face disciplinary sanctions for their social media-related misconduct in the workplace.

An “employer” is a legal entity that controls and directs employees to perform their duties in the workplace in terms of the express or implied terms of the employment contract. In short, an employer is any person or organisation that hires or employs people in relation to their various expertise and services. The term “employer” is not expressly defined in the Basic Conditions of Employment Act and the LRA. However, the employer is obliged to pay remuneration to employees under both the BCEA and the LRA. It is submitted that both the BCEA and the LRA should be amended to provide adequate definitions of the term “employer” which state the meaning of the employer and the obligations that could occur under the employment contract in South Africa.

The LRA and the BCEA provides that an “employee” is any person, excluding an independent contractor, who works for another person or for the state and who receives, or is entitled to receive a remuneration from the employer. These Acts also stipulate that an employee is any other person who assists in carrying on or conducting the business of an employer in any manner. This shows that a similar definition of the term “employee” that merely provides that an employee is any person working for, or employed by another person is duplicated in the BCEA and the LRA.

Lastly, the term “employment relationship” refers, inter alia, to a legal link between employers and employees where reciprocal rights and obligations are created between them.

* * *
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This normally occurs when employees or any person renders his or her services or performs some duties and/or work for another person or for the employer under certain conditions in return for remuneration. Thus, an employment relationship cannot exist without the reciprocal rights and obligations between the employer and the employee. Such rights and obligations assist in the running of the employer’s business for the benefit of both the employer and employee.43

4 CONSTITUTIONAL RIGHTS AFFECTED BY THE DISMISSAL OF EMPLOYEES FOR SOCIAL MEDIA-RELATED MISCONDUCT

4.1 THE RIGHT TO PRIVACY UNDER THE CONSTITUTION
Privacy can be defined as an individual condition of life which is characterised by seclusion from the public and publicity.44 A person’s right to privacy empowers him or her to have control over his or her affairs, free of unsolicited intrusions by employers and other employees.45 The intrusions may arise when an employee is monitored in the workplace. For instance, the information obtained from such monitoring is sometimes erroneously and unlawfully regarded as social media-related misconduct by the employer.46 The establishment of the right to privacy has its origins in the proclamations stated in more than a century ago by Brandeis and Warren.47 Brandeis and Warren submitted that privacy is an individual’s absolute right to be left alone.48

The right to privacy is constitutionally protected in South Africa.49 Accordingly, a two-stage enquiry is conducted by the courts in relation to the protection of the right to privacy in South Africa. This enquiry is conducted to assess whether someone’s right to privacy was violated by the state and/or another person.50 The scope of the right to privacy is analysed to
determine whether conduct, in this context social media-related misconduct, has infringed someone’s right to privacy.\footnote{Currie and De Waal The Bill of Rights Handbook 295.} If it is established that there was an infringement, it must be determined whether such infringement is justifiable in accordance with the limitation clause.\footnote{Section 36 of the Constitution.}

In South Africa, the right to privacy enjoys protection in terms of both the common law and the Constitution. However, the right to privacy is not always consistently protected in the South African workplace.\footnote{Gondwe M The Protection of Privacy in the Workplace: A Comparative Study (LLD-dissertation University of Stellenbosch 2011) 52.} Prior to the advent of social media, employees would voice their objections at social gatherings, usually at the end of the workday or during a break at work.\footnote{Mangan Osgoode Legal Studies Research Paper No. 08/2015, 2015 3.} Nowadays, derogatory remarks which may have been made in person at one time are sometimes posted on an employee’s social media platform.\footnote{Mangan Osgoode Legal Studies Research Paper No. 08/2015, 2015 3.} In the 19th century, employers adopted a laissez-faire approach\footnote{According to the Cambridge dictionary, laissez-faire approach means, \textit{inter alia}, the unwillingness to get involved in or influence other people’s activities. See further https://dictionary.cambridge.org/dictionary/english/laissez-faire accessed 18 January 2018.} to employees’ use of social media\footnote{Pistorius T “Monitoring, Interception and Big Boss in the Workplace: Is the Devil in the Details?” 2009 PER 1 2-21.} because there was no abuse of social media by employees in the South African workplace. Consequently, employees were encouraged by employers to become comfortable and familiar with new technologies and to explore the World Wide Web and/or other relevant Internet-related technologies.\footnote{McGregor M “The Right to Privacy in the Workplace: General Case Law and Guidelines for Using the Internet and E-Mail” 2004 \textit{SA Merc LJ} 638 640-650.} Two reasons were cited for the adoption of the laissez-faire approach. Firstly, some employers held that the laisser-faire approach could enable the employees to perform their workplace duties much better.\footnote{McGregor 2004 \textit{SA Merc LJ} 638-640.} Secondly, the laisser-faire approach was adopted because employers were ignorant of the inherent risk that social media imposes on their workplace duties and businesses.\footnote{McGregor 2004 \textit{SA Merc LJ} 640-650.} Moreover, various intrusions and/or contraventions of employees’ right to privacy by employers were not yet prevalent since employers were not monitoring the activities of their employees on social media platforms in the
However, employers that monitor social media activities of their employees in the South African workplace during office working hours may now easily violate such employees’ right to privacy.

If the employer invades the employee (plaintiff)’s right to privacy, a careful assessment of such invasion of the right to privacy has to be made by the court. Watermeyer AJ rejected the argument that the right to privacy should be equated with the right to dignity. Nonetheless, the courts or any tribunal must carefully assess all the relevant factors when determining the appropriate sanctions against employers that violate their employees’ right to privacy while trying to combat social media-related misconduct in the workplace. This could be supported in part, by the fact that the O’Keeffe case became the *locus classicus* for the recognition of an independent right to privacy in the South African law. Therefore, it must be noted that the right to privacy plays a crucial role in an individual’s life. Accordingly, the right to privacy is important to an employee and the employer should not violate it through unlawful measures aimed at curbing social media-related misconduct. Where such violations occur and the employee is dismissed, the dismissal will be unfair and unjustified. Conversely, a fair dismissal would not amount to a violation of the employee’s right to privacy because it would be justified. For instance, if the employee has posted derogatory comments about the employer on a social media platform, the employer will be entitled to dismiss that employee. In this regard, it is submitted that the courts should consider the convictions of the society in determining whether some violations by the employer entail the impairment or violation of an employee’s right to privacy.

The Constitution states that everyone has the right to privacy, which includes the individual’s right not to have their: (a) person or home searched; (b) property searched; (c) possessions seized; and/or (d) privacy of their communications intercepted without
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prior consent or legal permission. Therefore, when an employer unlawfully intercepts social media communications of an employee in the workplace during office working hours, this could amount to an invasion or violation of that employee’s right to privacy.

4.1.1 The right to privacy under common law
The need to protect the right to privacy in South Africa can be traced back as early as the 1950s. The right to privacy is protected by actio iniuriarum to remedy its breach by offenders under common law. The common law protection of the right to privacy involves a single enquiry by the courts which assesses whether the invasion of someone’s privacy was unlawful. The actio iniuriarum was recognised by the Roman jurists who discovered a number of remedies for the impairment to constitutional rights. The actio iniuriarum was utilised for a wrong which could be interpreted as an impairment of the right to privacy such as the invasion of the sanctity of another person’s home. However, in the early 1950s there were no social media platforms, therefore, an employee could not be dismissed for social media-related misconduct.

As indicated above, a person can rely on actio iniuriarum and other law of delict actions for the protection of his or her right to privacy under the South African common law. A delict is a wrongful, culpable conduct of any person that causes harm to another. In Financial Mail (Pty) Ltd and Others v Sage Holdings Ltd and Another, the court held that a breach of the right to privacy could occur through any unlawful intrusion by the employer upon the personal privacy of the employee, or by the employer’s unlawful disclosure of private facts about that employee to other persons. The court held further that the unlawfulness of any
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infringement upon someone’s right to privacy is determined in light of the contemporary *boni mores* and the general sense of the community as perceived by the court.  

Social media is increasingly becoming a regular medium of communication for all persons globally. However, this has caused the protection of both employees and employers’ right to privacy to be relatively difficult in the workplace. In this regard, it is submitted that the employees’ right to privacy under both the common law and the Constitution is not absolute since it can be lawfully limited by the employer’s policies that are aimed at curbing social media-related misconduct in the workplace. This view is supported by *Case v Minister of Safety and Security*, where the court held that the protection of the right to privacy is broad but it can be limited in appropriate circumstances. Moreover, section 36 of the Constitution enumerates the manner in which the right to privacy may be limited. The limitation of the common law right to privacy in terms of the Constitution must be reasonable and justifiable. The limitation must be based on human dignity, equality and freedom, taking into account all relevant factors including:

a) the nature of the right;
b) the importance of the purpose of the limitation;
c) the nature and extent of the limitation;
d) the relation between the limitation and its purpose; and
e) any other less restrictive means to achieve the purpose.

Accordingly, the employee’s common law right to privacy may be limited to a certain extent by the employer through social media policies, and such limitation may be constitutionally justified when an employee’s use of social media affected his or her employment duties and the employer’s business reputation.

There is uncertainty whether information and communications that are normally considered private but are later published to the public could still enjoy legal protection in the
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workplace under common law and/or the Constitution.\textsuperscript{89} According to Neethling,\textsuperscript{90} individuals should be entitled to decide for themselves what personal information may be intercepted, collected and used by employers. It is submitted that the determination of what personal information of the employee may be intercepted by the employer should be legally recognised.\textsuperscript{91} This legal recognition should provide that an employee must be allowed to determine the social media content that the employer is allowed to access.\textsuperscript{92} The employer should not recklessly use any information obtained from social media platforms to dismiss an employee for social media-related misconduct unless such information is defamatory or harmful to other employees and/or the employer.\textsuperscript{93}

The employment relationship between an employee and his or her employer is regarded as \textit{sui generis} or unique. Clarifying privacy is sometimes difficult to describe in the context of an employment relationship because of such uniqueness.\textsuperscript{94} Employees are usually under the belief that the information they post on social-media platforms is private, based on their privacy settings.\textsuperscript{95} Employees also believe that their right to privacy under both common law and the Constitution will protect their information from being accessed or used against them by their employers for reprisals in the future.\textsuperscript{96}

In order to establish whether an employee or someone’s right to privacy was violated by the employer or another person under common law, there has to be a link between the space, secrecy, seclusion, subject matter, and privacy itself.\textsuperscript{97} This is evident from case law.\textsuperscript{98} Moreover, this could indicate that, as an employee interacts on social media, there are possibilities that his or her right to privacy may be lawfully limited in terms of the Constitution.
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or common law. However, it is questionable whether a reasonable expectancy of the right to privacy on social media platforms exist in the South African workplace context. Despite this, it is submitted that everyone has the right not to have their private social media account hacked and personal information disseminated without their prior consent. A legitimate expectation of privacy comprises two components, namely, a subjective and objective expectancy. The subjective component provides an explanation of the permissibility of waivers of privacy. For instance, an employee may not have an expectancy of privacy if consent was given explicitly or implicitly to having such privacy invaded by the employer or other persons. Furthermore, an infringement on the employee’s right to privacy may not be considered when he or she allows social media friends to access and abuse his or her account by posting derogatory information on social media platforms. This entails that an employee may not claim an invasion of privacy of his or her social media communications, if he or she gave prior consent to the alleged offenders. However, there are certain instances where consent is not granted either explicitly or implicitly but an invasion of privacy still occurs. For instance, in Smith v Partners in Sexual Health (non-profit), an organisation’s chief executive officer accessed an employee’s private gmail e-mail account while she was on leave. Access to the employee’s private email was unlawful as the employee did not give consent to such interception. This constituted an invasion of the employee’s right to privacy. Unfortunately, this invasion led to the unlawful dismissal of the employee for social media-related misconduct. An email interaction may constitute social media communication as employees use e-mail to share information, pictures and documents that can be published by other employees or persons on their social media platforms.
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In *Moonsamy v The Mailhouse*, the Commission for Conciliation, Mediation and Arbitration (CCMA) found that tape recordings recorded by the employer by way of interception, listening and recording device violated the privacy of the affected employee. The recording device was connected to the employee’s telephone on the employer’s premises and the tape recordings were regarded as an invasion of the employee’s privacy. However, the CCMA noted that it is difficult to clarify the nature of the employee’s right to privacy in workplace during office working hours. This case did not directly deal with the abuse of social media platforms and social media-related misconduct by employees but it shows how an employee’s common law and/or constitutional right to privacy can be violated by an employer in the workplace. The authors submit that social media rules and laws must clearly provide instances where interception of employees’ emails and social media accounts by employers in the workplace is acceptable and lawful. The same rules and laws should further provide adequate factors and conditions that must be met by employers before they intercept emails and social media accounts of their employees in the workplace. This will combat any unlawful access of employees’ emails and social media accounts by employers and the violation of the employees’ constitutional rights to privacy and freedom of association in the South African workplace. In addition, any interception of emails and social media accounts by employers must be undertaken in accordance with the constitution, the LRA, schedule 8 of the Code of Good Practice of the LRA, the Regulation of Interception of Communications and Provision of Communication-related Information Act and other relevant laws.

In *Cronje v Toyota Manufacturing*, an employee was dismissed because of a racist cartoon that he distributed at his workplace. The applicant received an email that he printed out to other colleagues at a meeting. The email consisted of a cartoon depicting an adult and a young gorilla, both with the head of President Robert Mugabe pasted on them. The caption stated “we want to grow bananas”. He defended himself by stating that he did not regard the cartoon as racist but rather as a depiction of Zimbabwe as a banana republic. The human resources manager deposed that the respondent’s Internet and email usage was unlawful and the display of such content was specifically outlawed at the workplace. The manager
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also stated that the transmission of any offensive racial, sexual, religious or political images and/or documents on any company system was outlawed. The factory employed 3,500 blacks and 1,000 whites and race related issues were very important on the factory floor. The black employees were angered by the cartoon. The CCMA found that it was reasonable to include a rule prohibiting the distribution of racist and inflammatory or offensive material in the company’s code of conduct. The applicant was aware of the rule, which was applied consistently. Consequently, the CMMA found the dismissal to be fair. This case does not directly deal with the violation of employees’ common law right to privacy through social media-related misconduct policies but it shows that an employee may be dismissed for breaching the company’s code of conduct by distributing material that is prohibited by the employer. Nonetheless, the authors submit that the conduct of the employee constitutes social media-related misconduct committed through email because an email is also a social media platform.

The right to privacy has to be reasonable enough to qualify for protection under the relevant laws, common law and the Constitution. This is the objective component of a legitimate expectation of privacy on the part of the employee in the workplace. Reasonableness depends on what the courts may view as reasonable. One should assess whether the common law and/or constitutional right to privacy guarantees absolute privacy within the workplace premises. This is done to balance the rights of employees and their employers. If effectively enforced, this could discourage employees from abusing their social media platforms and also prevent employers from violating their employees’ right to privacy in the workplace during office working hours. Employers are allowed to monitor the electronic communications of their employees in the workplace. Monitoring is important to discourage illicit social media-related activity and to limit liability on the company. However, the employer’s right to monitor all electronic communications of their employees in the workplace should be carefully balanced since it could negatively affect the employee’s right to privacy at common law or under the Constitution. Such monitoring could also create unnecessary stress that has a direct negative impact on the emotional and physical health of the employees. Consequently, employees expect their employers not
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to access their email communications unlawfully. In the same vein, the employers expect their employees not to engage in social media-related misconduct in the workplace during office working hours. Therefore, it is imperative that the rights of the employees and those of the employers must be lawfully and carefully balanced at all times to combat social media-related misconduct challenges in the South African workplace.

4.2 The right to freedom of expression under the Constitution

An individual’s right to freedom of expression is constitutionally protected in South Africa. Freedom of expression relates to the liberty that allows individuals to hold opinions and to receive or impart those opinions as information and ideas on other individuals. The significance of the right to freedom of expression was succinctly highlighted in South African National Defence Union v Minister of Defence and Another. The court held that freedom of expression lies at the heart of a democracy. The court also held that freedom of expression is valuable for many reasons. These reasons include its instrumental function as a guarantor of democracy and its implicit recognition and protection of the moral values of individuals in our society. Furthermore, the right to freedom of expression facilitates the search for truth about any matter by individuals and the society at large on social media platforms. Social media platforms provide innovative ways for all South Africans to express their views freely. This plays a pivotal role in safeguarding the right to freedom of expression. The right to freedom of expression also allows individuals to voice their opinions on topical societal issues on social media platforms. Therefore, any workplace policy that prohibit employees from mentioning the employer’s name on a social media platform can be regarded as violating the employees’ right to freedom of expression. This follows the fact that the LRA recognises employees’ rights to freedom of association and freedom of expression regarding
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the identity of their employers. However, employees may be dismissed for social media-related misconduct for their reckless and unlawful discussions of their employer’s name on social media platforms. It is crucial to note that the right to freedom of expression must be interpreted in light of other fundamental rights, as it is not an absolute right in South Africa. Furthermore, the employee’s of freedom of expression and employer’s right to a good name and reputation must be carefully balanced to avoid constitutional and related social media-related challenges in the South African workplace.

In Braithwaite vs McKenzie, Chetty J held that there is a significant risk to a person’s reputational integrity due to the defamatory statements that may be made on a social media platform by other persons. The fact that the Internet reaches a wide range of audiences instantly worsens the risk. The judge also noted that, in the present world, the most effective, efficient and immediate way to exercise the right to freedom of expression and voice one’s opinions and ideas is through the Internet, in the form of social media platforms. Therefore, employees should use social media platforms carefully to avoid the negative consequences of social media-related misconduct.

In Robertson and Value Logistics, the applicant Lynn Robertson made comments on her social media platform that she got retrenched before the retrenchment process was finalised. Her fellow employees saw the aforesaid comments on social media and alerted the employer. Ms Robertson was called for a disciplinary hearing and later dismissed. However, Ms Robertson took the matter to the National Bargaining Council where she stated that she was not well-knowledgeable with the use of computers. The CCMA held that Ms Robertson’s post on Facebook appeared to be an expression of hurt that she felt and as such, it did not violate her right to freedom of expression. The CCMA held further that it was not a critical attack of the respondent’s integrity and that her dismissal was substantively unfair. The CCMA ordered that Ms Robertson be reinstated under the same terms she was working under prior to the
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dismissal. The CCMA also ordered that the conditions of employment that governed Ms Robertson’s employment before her dismissal should remain unchanged. Furthermore, the CCMA held that Ms Robertson should be paid her retrospective salary. This case indicates that employees can be unlawfully dismissed for social media-related misconduct, even in cases where they did not cause any harm to the employer. In this case, the employer violated the employee’s right to freedom of expression hence the dismissal was unfair.

The scope of the right to freedom of expression is governed by the Constitution. The right to freedom of expression is treated as a fundamental right under the Constitution in South Africa. The Constitution states that everyone has a right to freedom of expression, which includes the following:

a) freedom of the press and other media;
b) freedom to receive or impart information or ideas;
c) freedom of artistic creativity; and
d) academic freedom and freedom of scientific research.134

Nonetheless, the Constitution further states that freedom of expression cannot extend to expression that enlists propaganda of war, incite violence and advocate for hatred on the basis of race, ethnicity, gender, religion.135 Thus, the freedom of expression that is prohibited constitute incitement by an individual to cause harm to others.136 This entails that the right to freedom of expression has to be exercised within the boundaries of expression that does not advocate for war, violence and hate speech.137 Put differently, the right to freedom of expression is constitutionally limited to exclude the advocacy of hate speech and must be balanced against other rights such as human dignity and equality.138 Any careless exercise
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of the right to freedom of expression by an employee or another person may infringe the rights of the employer or other persons.\textsuperscript{139} Therefore, employees or other persons must not recklessly post derogatory comments on their social media platforms as that will not be protected under the right to freedom of expression in South Africa.\textsuperscript{140} Any reckless use of social media platforms by employees under the guise of the right to freedom of expression may result in consequences that may warrant grounds for their dismissal for social media-related misconduct in the South African workplace.\textsuperscript{141}

In\textit{ Dewoonarain v Prestige Car Sales (Pty) Ltd t/a Hyundai Ladysmith},\textsuperscript{142} the employer laid charges against the employee for bringing the name of the company into disrepute. The charges were laid because of the employee’s derogatory comments that were posted on a social media platform (Facebook). The employee posted,\textit{ inter alia}, that working for, and with Indians is not enjoyable. The employee stated further that Indians treat their own race poorly. The employee did not mention the name of the employer and relied on the right to freedom of expression. The employer made an assumption that the Facebook comments directly referred to his board of directors and employees, as they are Indians. The CCMA held that the right to freedom of expression is not an absolute right and the employee’s reliance on the right to freedom of expression was rejected. Furthermore, the CCMA held that the employees’ right to freedom of expression must be balanced with the right of the employers to maintain their reputation. The CCMA also held that the irresponsible remarks made on the social media platform by the employee had the potential to harm the business reputation of the employer. Therefore, the dismissal of the employee was found to be substantively fair. The employer correctly dismissed the employee for social media-related misconduct since hate speech is prohibited in the Constitution.\textsuperscript{143} Employees should guard against violating the rights of their employer when exercising their right to freedom of expression on social media platforms.\textsuperscript{144}

In\textit{ Dutch Reformed Church Vergesig Johannesburg Congregation and Another v Rayan Soknunan t/a Glory Divinee World Ministries},\textsuperscript{145} the defendant rented the buildings owned by the applicant (also
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a religious body) for Christian religious services. The applicant decided to sell the buildings to an Islamic academy and the defendant could not match the offer for the premises. Therefore, Rayan Soknunan t/a Glory Divinee World Ministries was faced with the termination of its lease of the premises and subsequent eviction. Disgruntled with the process, the defendant launched a Facebook campaign to discredit the applicant and its leader, an ordained minister and to lobby against the sale of the church buildings. The Facebook posts stated, inter alia, that the difference between Muslim leaders and Christian leaders is that when Muslim leaders believe they are fighting a righteous battle, they will be prepared to die. The Christian leaders will stand behind the shadows and spectate for the outcome. The court held that freedom of expression may often be robust, angry, vitriolic, and even abusive. This indicates that some persons abuse the right to freedom of expression for negative reasons and motives. An employer may dismiss an employee if such an employee has exceeded the boundaries of freedom of speech and has committed social media-related misconduct in the workplace. Nevertheless, the employer’s policies for social media-related misconduct in the workplace should not deprive them their right to express themselves on social media as long as such expression is bona fide.

Employees have the right to express themselves but this has to be exercised in accordance with the reasonable expectations of their working environment. The advances in social media communications have enabled employees to voice their opinions to a broader audience on their social media platforms. Freedom of expression has become more important to both employers and employees in various workplaces in other countries, including the South African workplace. In Motloung v The Market Theatre Foundation, the employee was dismissed as a result of a social media platform post that was regarded as hate speech and which had a negative impact on the employer. The CCMA noted that the reliance upon the right to freedom of expression did not entitle the employee to conduct himself in a manner that he did. The CCMA held that the employer had correctly dismissed the employee for the social media post which constituted hate speech as outlawed by the Constitution.

* * *
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The right to freedom of expression enables employees to engage other persons on social media platforms and share their views without any fear. This helps all individuals to know and attain the truth about topical issues.\textsuperscript{154} The right to freedom of expression help employees to tolerate the views of others and protect themselves from abuse by their employers.\textsuperscript{155} Freedom of expression is an important component in any constitutional democratic society.\textsuperscript{156} However, as stated earlier, this right is restricted by the limitation clause.\textsuperscript{157} This causes a problem, in that some employers’ social media policies arbitrarily and unlawfully restricts employees from stating their views about matters relating to their workplaces on social media platforms.\textsuperscript{158} The restriction is intended to protect employers from detrimental consequences of their employees’ social media-related misconduct.\textsuperscript{159} Although this conduct on the part of the employer could be justifiable, it must be consistently employed with due regard to the employee’s right to freedom of expression. Consequently, any unlawful dismissal of employees for social media-related misconduct on the part of the employer contradicts and violates the employees’ right to freedom of expression which is entrenched in the Constitution. Put differently, the employees’ right to freedom of expression on social media platforms can be curtailed or restricted by employers in the workplace during office working hours in accordance with the Constitution.\textsuperscript{160} However, such restrictions must not intimidate employees to freely express their opinions on social media due to fear of reprisals and/or the fear to be dismissed for social media-related misconduct. Thus, both employees and employers must consistently strike a balance when exercising their rights to avoid constitutional challenges for social media-related misconduct in the South African workplace.

As stated above, everyone has the right to freedom of expression\textsuperscript{161} which should be used responsibly.\textsuperscript{162} This right does not empower an employee or any other person to violate, invade
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or disregard the rights of other individuals. According to Davis, the interpretation of the right to freedom of expression depends on the manner in which the right conforms within the Constitution. In *R v VL*, an employee challenged her dismissal for posting some comments about her employer on Facebook. The employee stated on her social media platform that a senior employer had retrenched her without prior notice despite her 20 years of service. Her employer contended that the post had put the employer’s company name into disrepute and that it was factually incorrect. The CCMA held that it was imperative to understand whether the employee’s social media conduct constituted a justifiable reason for her to be dismissed for social media-related misconduct by the employer. The CCMA held that the employee’s social media post was an expression of hurt and the aforesaid inaccuracy was of little relevance. Additionally, the CCMA held that there was no sufficient evidence of damage to the reputation of the employer. The CCMA also held that it was unfair that during a traumatic time the employee was prevented from discussing it by the employer. The employee was subsequently reinstated. This indicates that the employee had correctly exercised her right to freedom of expression and was entitled to freely express her views without being terrorised or afraid of losing her job.

Furthermore, the employee’s right to freedom of expression may be violated by the employers through draconian anti-social media polices that prohibit employees to freely express their opinions and views in the workplace. Accordingly, the right to freedom of expression may give rise to constitutional disputes between employers and employees pertaining to the latter’s entitlement to express their views on social media platforms. In this regard, it is submitted that employees must freely express their views on social media platforms without being deterred by their employers. Nonetheless, employees must exercise their freedom of expression responsibly to avoid dismissal in the workplace. The right to freedom of expression does not amount to an exclusive right to defame others. On the other hand, employers should take reasonable steps to ensure that their employees are aware that certain conduct that is derogatory or harmful to others on social media platforms
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will have negative consequences against them or any other offenders.\textsuperscript{169} Be that as it may, the right to freedom of expression remains crucially important for the maintenance of any constitutional democracy in any country.\textsuperscript{170} The right to freedom of expression is further important as it fosters open and free debate on issues pertaining to employment.\textsuperscript{171} Nevertheless, like any other right, the right to freedom of expression is limited by the Constitution.\textsuperscript{172} In relation to this, any such limitation of the right to freedom of expression should be reasonable and justifiable.\textsuperscript{173} The question that would then arise is what is deemed reasonable and justifiable in relation to the limitation of this right. In this regard, it is submitted that the employers’ limitation of the employees’ right to freedom of expression should not unduly hinder their enjoyment of this right and other related rights.\textsuperscript{174} Additionally, employers should take appropriate steps to ensure that their employees’ freedom of expression is not unlawfully violated through arbitrary social media policies during office working hours.\textsuperscript{175}

\textbf{4.2.1 The right to freedom of expression under common law}

The right to freedom of expression is also recognised under the South African common law.\textsuperscript{176} For instance, this right is uniquely regarded for its support for the defences against any claims for \textit{actio iniuriarum} under common law.\textsuperscript{177} Moreover, the common law right to freedom of expression is regarded as an important right that positively influence other constitutional rights such as dignity and equality in South Africa.\textsuperscript{178} This does not mean that the right to freedom of expression is more important than other constitutional rights.\textsuperscript{179} Put differently,
the common law right to freedom of expression must be interpreted to reinforce and complement other values and rights enshrined in the Constitution. In the early 1950s, the common law right to freedom of expression was not regularly violated in the South African workplace because employees were not yet using social media platforms. This status quo has since changed and social media has now transformed the manner in which employees express their opinions in the workplace. Social media has usefully afforded both employees and employers an expanded and convenient platform to exercise their common law right to freedom of expression in accordance with the Constitution. In other words, all persons must exercise their right to freedom of expression responsibly without violating other rights that are protected under both the Constitution and common law. For instance, if an employee negatively expresses his or her personal opinions about matters of the workplace during office working hours, the employer could find such expression as a disruptive social media-related misconduct.

4.3 The Right to Dignity under the Constitution

The Bill of Rights is the cornerstone of democracy in South Africa. The Bill of Rights protects and affirms various rights and democratic values such as human dignity, equality and privacy. The Constitution stipulates that everyone has an inherent right to dignity and the right to have their dignity respected and protected. Defamation is probably the main source or cause of the violation of the right to dignity in South Africa. Defamation usually occur through the intentional publication of words or behaviour relating to another individual that degrades his or her status, good name or reputation. Defamation of the employer or another person
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by the employees can be effected through social media, especially when employees post defamatory comments about such persons or their employers on social media platforms. In this regard, any defamatory comments posted by employees against their employers on social media platforms in the workplace during office working hours may damage the personal and business reputation of such employers. The South African Human Rights Commission (SAHRC) accused Sunette Bridges, an Afrikaans music artist, of posting racial comments on her Facebook page. It argued that such comments constituted hate speech under the Promotion of Equality and Prevention of Unfair Discrimination Act. The SAHRC argued further that the racial comments on Bridges’ Facebook page promoted racism. Bridges denied the allegations that she incited violence and hate speech through her social media posts. She stated that she would continue to exercise her constitutional right to freedom of speech and work harder to expose the oppression of the white minority. The Equality Court held that Bridges’ conformation of controversial comments posted by other users on her page amounted to hate speech and harassment under the PEPUDA. The court correctly held that such freedom of expression ought not to be aimed at encouraging and spreading hatred, defamatory comments and impairing the dignity of certain groups of people in South Africa.

The Equality Court held that Bridges should regularly monitor her Facebook pages. She was also told to remove all content that amounted to hate speech, harassment, incitement of violence and/or an infringement on the dignity of other persons. Furthermore, she was told to warn users of the court order, block those who posted defamatory offending comments and put up English and Afrikaans posts distancing herself from hate speech and comments that violates other persons’ right to dignity. It is submitted that the courts have been reluctant to interdict publications on social media platforms to due to conflicting positions between the right to dignity and the right to freedom of expression. The Equality Court held that it is more feasible to focus on the conduct of the wrongdoer than to order
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Facebook to take down the offensive post. Therefore, users of Facebook bear an onus in taking responsibility for what is posted on their social media platforms to eliminate defamatory comments.\textsuperscript{193} This usually occur where there is little control on what is posted on social media by employees in the workplace. In this regard, it will be difficult for employers to monitor the activities of such employees as some of them do not take responsibility of their social media platforms.\textsuperscript{194} The consequences of failing to remove the defamatory or any comments that violate other people’s right to dignity on social media platforms may lead to an employee’s dismissal for social media-related misconduct.

The right to dignity and/or good reputation is not limited to individuals alone. The Constitutional court affords juristic persons such as companies the right to a good reputation.\textsuperscript{195} In Financial Mail case, the applicant recorded a private meeting of the respondent and its executives.\textsuperscript{196} The respondent sought an urgent application which prohibited the publishing company (Financial Mail) from publishing information which it had obtained by a recording at a board meeting. The interdict was made on the basis that this act infringed the company’s privacy and reputation. The interdict also stipulated that publishing information which was obtained by a recording at a board meeting was not justified by sufficient public interest since the information was obtained unlawfully. The court held that it was only proper that a company be afforded the usual legal processes to vindicate its reputation.\textsuperscript{197} Moreover, the company is entitled to protection from any violation of its reputation and/or any unlawful invasion of its privacy, notwithstanding the fact that it cannot consciously grasp such an invasion.\textsuperscript{198} A misguided comment or an incorrect fact can go viral once it is posted by an employee, resulting in possible brand damage and other reputational risks on the part of the employer.\textsuperscript{199} In this regard, the employer would be entitled
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to dismiss that employee for making a defamatory publication about the company on social media platforms.

In *Herholdt v Wills*, the applicant sought an urgent application against the respondent, interdicting and restraining the respondent from posting defamatory comments about the applicant. The defamatory comments were posted on the respondent’s social media platform (Facebook). It was stated that the failure to comply with the order could result in the respondent being imprisoned for thirty days. Nevertheless, an open letter about the defamatory statements was published by Herholdt on Facebook for public consumption on 27 February 2012. The content of these statements was regarded as defamatory by High Court. The court held that such defamatory postings must be removed by the party responsible for posting them at the request of the aggrieved party. The court held further that the dignity of the applicant was violated as a result of the respondent’s defamatory comments and unfounded allegations against the applicant.

In *O’Keeffe v Argus Printing and Publishing Company Ltd*, the plaintiff (a well-known radio personality) consented to the publication of her photograph and a photograph was taken from close range for use by a newspaper for an article. However, the photograph was used in the press for advertising purposes. Consequently, the plaintiff brought an action against the defendant on the basis that the advertisement had violated her dignity. The defendant argued that the insult had to be present in an *injuria*. This case illustrates that some persons may be aware of the consequences that may follow, hence the plaintiff in this case requested that her photograph be removed from publication. If the photograph was published by an employee of the respondent on social media platforms, that employee could have been dismissed by the employer for social media-related misconduct. Moreover, the publication of the photograph could have violated the dignity of the employee as well the reputation of the employer. Fortunately, the photograph was not published on social media platforms.

* * *
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In *Isparta v Richter*, the plaintiff brought an action for defamation against the defendants as a result of the comments made by the defendants. The plaintiff and the second defendant were divorced but were still engaged in litigation concerning the payment of maintenance. The first defendant posted several comments concerning the plaintiff on her Facebook and involved the second defendant. The judge found that the comments made on the social media platform were defamatory. The court ordered the defendants to pay an amount of R40 000 in damages for defamatory comments she made. The amount was awarded to the plaintiff as a result of the defendants’ refusal to make an apology and retract the defamatory comments on their Facebook page. The conduct of the defendants constitute social media-related misconduct and could justify their dismissal in the workplace. In a nutshell, the court held that the conduct of the defendants violated the dignity and right of the plaintiff to a good name.

4.3.1 The right to dignity under common law

The right to a good name or reputation is recognised as an integral part of the right to dignity under the South African common law. It is accepted that the right to a good name forms a crucial part of the right to dignity although it is not mentioned under the Bill of Rights in the Constitution. In *Garderner v Whitaker*, the court held that the right to respect one’s dignity is something broader than the Roman Dutch concept of *dignitas*. Any infringement of the right to dignity is actionable through *actio iniuriarum*. *Actio iniuriarum* originated from the Roman and Roman-Dutch law of *iniuria*. The right to dignity is protected as a value which
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is essential to human beings both at common law and under the Constitution. The right to dignity also entails that the essence of humanity must be recognised and respected in equal quantum under common law as well as the Constitution. Nevertheless, the increased use of social media in the workplace has expanded the potential liability of employers in respect of their employees’ social media posts that violate the dignity and/or harms the reputation of other persons (social media-related misconduct) during office working hours.

4.4 The right to freedom of association under the Constitution
The Constitution states that everyone has a right to freedom of association. The right to freedom of association prevents powerful social actors, in this context, the employer from arbitrarily deciding how employees should exercise their freedom of association through coercion. The right to freedom of association is a fundamental right which facilitates the realisation of other rights, rather than the right in itself. Social media is a powerful tool which facilitates associations and professional relationships for employees to discuss topical issues regarding work. Employees’ right to freedom of association should not be arbitrarily curtailed by employers to enable employees to freely associate with others through social media networks in the workplace during working hours. Social media has somewhat reshaped the nature of work and how such work is performed in the workplace. This follows the fact that most employees are more likely to rely on social media platforms to start, build and maintain their associations. Social media further enables employees to actively engage with each other so as to challenge pertinent contemporary issues relating to their
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employment, which could contribute to the proper functioning of the workplace. Consequently, any unlawful restriction of the use of social media platforms by employers in the workplace during normal working hours could violate their employees’ freedom of association. Nevertheless, any illicit associations and reckless comments of employees that are posted on social media platforms regarding their employers and other persons could give rise to the dismissal of such employees for social media-related misconduct in the workplace. In other words, any social media engagements by the employees must be done bona fide to avoid violating the employers’ rights and business reputation.

Social media plays an important role in fostering employees’ associations in the workplace. Furthermore, social media platforms also have a professional component, such as LinkedIn which is often used by employees to achieve their professional objectives. Thus, employers who unlawfully restrict or completely ban their employees from using social media should be subjected to scrutiny, as they limit their employees’ right to freedom of association. In relation to this, any social media-related dismissal of an employee who lawfully exercised his or her right to freedom of association through social media platforms in the workplace during working hours is unlawful, unconstitutional and unfair. The right to freedom of association could further enhance and promote employees’ social and work-related development through social media platforms in the workplace. The right to freedom of association also allows employees to form good relations amongst each other which is crucially important for the workplace environment.

4.4.1 The right to freedom of association under common law

The right to freedom of association is recognised under common law. It is submitted that the
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common law right to freedom of association must be exercised and/or utilised in accordance with the Constitution. Thus, employees whose right to freedom of association is unduly restricted or violated by employers in the workplace could rely and utilise their available common law remedies to claim damages from the employers. The right of employees to associate was not a course of concern for most employers as there was little or no potential chance of social media-related violations by employees in the workplace since they did not use social media platforms in the early 1950s. Nowadays, the ability to access and utilise social media platforms has enhanced employees’ freedom of association as a vital element for social interaction and unified workplace activities. Social media has now provided a useful platform for creating desirable associations amongst employees in the workplace although this was not immediately realised prior to the inception of social media. Social media provides employees with technological awareness and possibilities for their full participation in the bona fide utilisation of their right to freedom of association both at common law and the Constitution. Thus, the right to freedom of association both at common law and the Constitution may lead to the dismissal of employees for social media-related misconduct if it is unlawfully exercised and utilised to commit conduct outlawed by employers in the workplace.

Concluding Remarks
Notwithstanding the fact that all employees and employers must respect and consistently abide by the Constitution in South Africa, the abuse of social media by employees in the workplace during working hours as well as the employers’ draconian rules restricting the use of social-media in the workplace has given rise to various constitutional challenges involving both the employers and employees’ rights to freedom of expression, privacy, dignity, and freedom of association. For instance, the abuse of social media by employees in the workplace during working hours sometimes affects the reputation of their employer’s business.
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Conversely, employers’ draconian workplace rules that restricts or ban employees from using social-media during working hours violates their rights to freedom of expression, privacy, dignity, and freedom of association. The article also revealed that a number of employers have unlawfully and unconstitutionally dismissed some of their employees for social media-related misconduct in the South African workplace. Given this background, it is submitted that the courts and all relevant persons should carefully consider the circumstances surrounding each case of employee dismissal for social media-related misconduct in order to balance the employees’ constitutional rights and the employers’ business reputation and related rights. This approach could ameliorate problems and challenges associated with the unlawful, unconstitutional and unfair dismissal of employees for social media-related misconduct in the South African workplace.

It is further submitted that the current labour-related legislation such as the LRA and the BCEA should be amended to enact adequate provisions that deals with social media-related misconduct in the South African workplace. The other option is for the policy makers to consider enacting an adequate legislation that specifically outlaws the misuse of social media in the South African workplace. Thus, the enactment of a robust social media legislation could combat any unlawful and unconstitutional dismissals of employees for social media-related misconduct in the South African workplace. Such legislation will also curb the current rampant abuse of social media platforms by employees in the South African workplace. The aforesaid legislation could further curb various constitutional and other related social media-related challenges that are being experienced by both employees and employers in South Africa.
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